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Executive Summary

This report addresses future changes to the food safety (FS) import operations that will improve safeguards and close security gaps.  It describes the results of work done by the Federal Health Architecture (FHA) Food Safety Work Group (FSWG) to analyze food safety operations and determine opportunities for cross-agency collaboration and adoption of common solutions to improve food safety and protect the health of U.S. citizens.  The report defines an approach to transition from the current process to the future process that includes new steps to increase food safety.
FHA—A Priority Line of Business Initiative

Food Safety was one of the areas identified as a priority in the FHA.  The FHA is a priority Line-of-Business (LoB) initiative identified by the Office of Management and Budget (OMB) as part of the President’s Management Agenda.  LoBs use Enterprise Architecture (EA)-based principles and best practices, proven through the E-Gov initiatives and the Federal Enterprise Architecture (FEA), to identify common solutions for business processes and/or technology-based shared services to be made available to government agencies.  

The FHA is helping to address the need for greater data sharing, improved interoperability, and increased coordination among health-related federal agencies.  

Safety Needs and Challenges Driving Improvements
Federal responsibility for protecting the food supply is shared by many departments and agencies that worked together in the FSWG to examine overall food safety processes and identify opportunities for collaboration, data sharing, and resource leveraging.  

The FS import process involves many agencies with responsibility for oversight of food commodities.  Changes in the food supply chain, eating habits, and types of food produced are introducing new issues to consider in ensuring food safety as well as threats from the intentional introduction of biological, chemical, or radiological agents as in a bioterrorist event.  
Foodborne illnesses continue to affect millions of Americans each year.  Foodborne diseases cost $5 to $6 billion in medical expenses and lost productivity per year. (Source National Institutes of Health).  Impacts and costs from a bioterrorist act would be much greater, since the U.S. agriculture sector accounts for about 13 percent of the U.S. gross domestic product and 18 percent of domestic employment.
  

Food safety agencies need to improve coordination, collaboration, and efficiency in managing risks associated with food imports and in closing gaps in the process to improve safety and security.  In testimony before the House of Representatives, the Government Accountability Office (GAO) noted inconsistencies in FS import efforts:

Federal agencies’ different authorities to oversee imported foods . . . result in inconsistent efforts to ensure safety.  A significant amount of the food we consume is imported; yet, . . .  [a] fragmented structure and inconsistent regulatory approach is being used to ensure the safety of imported foods. 

In a recent statement, Secretary Michael Leavitt of the Department of Health and Human Services declared “The American people have a reasonable expectation that the food and products they buy are safe.  We need to continually improve our import safeguards to meet the changing demands of a global economy.”

In some cases, imported food commodities cross jurisdictions, as is the case with egg products.  In addition, a serious food safety event from an imported food would likely require the collaboration of many different agencies in the response.  In the same testimony, the GAO provided an example where four agencies may be involved in a response to a serious food challenge:

. . . four federal agencies are responsible for overseeing the many imported and domestic products that pose a risk of bovine spongiform encephalopathy (BSE).  One, the U.S. Customs and Border Protection, screens all goods entering the United States to enforce its laws and the laws of 40 other agencies.  The second, USDA’s APHIS, protects livestock from animal diseases by monitoring the health of domestic and imported livestock.  The third, USDA’s FSIS, monitors the safety of imported and domestically produced meat and, at slaughterhouses, tests animals prior to slaughter to determine if they are free of disease and safe for human consumption.  Finally, FDA monitors the safety of animal feed—animals contract BSE through feed that contains protein derived from the remains of diseased animals.

As food safety challenges increase, food safety agencies need to leverage resources and information to protect citizen health and manage risks.  Efforts of the FSWG in creating a future vision that mitigates health and safety risks resonate with the GAO’s conclusions in another report:

. . .improvements short of reorganizing the food safety system can be made to help reduce overlaps and duplication, and to leverage existing resources.

Examination of the FS import process identified collaboration and efficiency areas, and opportunities to close safety gaps.

FS Import Target Architecture and Transition Roadmap

The target FS import solutions will be implemented through different approaches.  Section 3 presents roadmaps that identify a general timeline for implementation of the target solutions.  

Most of the FS import solutions are dependent on development of the Automated Commercial Environment (ACE) for implementation.  ACE is being developed by Customs and Border Protection (CBP) to replace its import and export systems.  
The FS import solutions generate requirements for ACE.  ACE will provide the infrastructure and functionality needed to make most of the solutions operational, which creates a major dependency on ACE development in order to implement the food safety import solutions.  The International Trade Data System (ITDS) Program is the vehicle by which Participating Government Agencies (PGA) submit their requirements for consideration as part of ACE development.   
ITDS Program
The ITDS vision is to implement a secure, integrated, government-wide system for the electronic collection, use, and dissemination of international trade and transportation data essential to the missions of federal agencies.

ITDS was originally a pilot information technology initiative of the National Performance Review.  Post September 11, 2001, ITDS’s government-wide vision was incorporated into the CBP ACE project, expanding the scope of ACE to include federal agencies with missions tied to international trade and transportation security, regulation, and analysis.  The merging of the projects formed the vision of a single information technology platform for the federal government to strengthen U.S. borders.

With ACE, traders will submit standard electronic data for imports or exports only once to ACE.  Then, ACE will distribute this standard data to the pertinent federal agencies that have an interest in the transaction for their selectivity and risk assessment.  ACE will provide each agency only information that is relevant to its mission. 
ACE will support the import requirements of many government agencies.  There are currently over 28 federal agencies engaged in the ITDS Program.  The FSWG food safety agencies participate in the ITDS Program.  Most of the FS import target solutions are implemented through ACE. 

The FHA and ITDS programs have been coordinating efforts with regard to the FS import solutions that fall within the scope of ITDS.  The roadmap presented in Section 3.2.1.2 maps the in-scope solutions to the ACE drops.

Future Implementation and Accountability
With development of the FS import target architecture completed, food safety agencies are moving from developing the architecture to implementation of the solutions.  The FS import target architecture generates future requirements for action and change by food safety agencies.  Section 3 maps the FS import target solutions to food safety agencies.  This mapping links the solutions to the agencies that will have responsibility for their implementation.  

Food safety agencies will align relevant parts of their agency EAs with the FS import target architecture and reflect the target solutions in agency plans.  The target solutions need to be reflected in future budget requests as part of agency ITDS investment requests—for solutions that depend on ACE for implementation— or as part of other agency initiative investments.

The FS import target architecture products and this Transition Approach document become part of the FHA Repository and the Federal Transition Framework (FTF).  The FTF is a single information source for cross-agency information technology (IT) initiatives.  It contains government-wide IT policy objectives and cross-agency initiatives, e.g., OMB-sponsored E-Gov and LoB initiatives like FHA.  The FTF allows agencies to:

· Receive more consistent, complete, and detailed information about cross-agency initiatives more quickly to inform their EA, capital planning and implementation activities

· Use information describing cross-agency initiatives to make better informed decisions about their IT investments

· Improve the effectiveness and efficiency of IT investments to realize service improvements and cost savings

Publication of the FTF is linked to the agency EA assessment process.  FTF information is provided to agency officials and other stakeholders to establish clear relationships between cross-agency initiatives, agency EA, and agency IT investments.

Food safety import related investments will be reviewed for conformance with the food safety import target architecture.  OMB will be monitoring agencies regarding their plans for implementing and aligning with the FHA FS import target architecture.  In the future, OMB may request that agencies demonstrate their progress in implementing the FS import solutions mapped to the agency.  OMB is looking for agencies to develop implementation milestones and invest in achieving these milestones.  These milestones may be reflected in a regular agency quarterly reporting related to the e-Gov Scorecard process.
The development of the FS import target architecture has the following additional impacts for food safety agencies:

· Operational changes (business process/data exchanges) from target solutions need to be implemented
· Operational changes may result in greater short-term costs to realize long-term savings

· Target architecture may require statutory and regulatory modifications 
· Sharing of data and interoperability requires changes to agency systems and applications
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1. Introduction

While the United States has one of the safest food supplies in the world, foodborne illnesses continue to affect millions of Americans each year, with elderly citizens and those with compromised immune systems facing the greatest risk.  Changes in the food supply chain and eating habits are new factors to consider in ensuring food safety.

Food Safety was one of the areas identified as a priority in the Federal Health Architecture (FHA).  The FHA is a priority Line-of-Business (LoB) initiative identified by the Office of Management and Budget (OMB) as part of the President’s Management Agenda (PMA).  This architecture for the Health LoB will help address the need for greater data sharing, improved interoperability, and increased coordination among health-related federal agencies.  

Federal responsibility for protecting the food supply is shared by many departments and agencies.  Representatives from these organizations serve as members of the FHA Food Safety Work Group (FSWG).  The FSWG examined overall food safety processes to identify opportunities for collaboration, data sharing, and resource leveraging.  

1.1 Purpose
This report describes a transition approach and the results of work done by the FSWG to analyze food safety (FS) operations and determine opportunities for cross-agency collaboration and adoption of common solutions to improve food safety and protect the health of U.S. citizens.  These opportunities and solutions are documented in a target architecture that defines business process changes, new exchanges of information, and new interfaces to communicate and provide government services.  The report also provides a roadmap for transition of the food safety agencies to new operational processes and the target, or future, solutions.
1.2 Scope
This report describes the target architecture and transition approach.  In developing the target architecture, the FSWG collected FS import information from food safety agencies, identified a baseline architecture, and conducted a gap analysis.  The analysis identified opportunities to leverage resources and potential solutions to increase safety and close risk areas.  These solutions and the roadmap for transitioning the agencies to these solutions are discussed in this report.  The baseline architecture and gap analysis are addressed in other FSWG products.
1.3 Audience
The audiences for this report include:

· OMB, as the oversight body for the Health LoB

· FHA Managing and Lead Partners Council, which contains lead decision makers from the Department of Health and Human Services (HHS), the Department of Defense (DoD), and the Department of Veteran Affairs (VA)

· Executives within the food safety agencies and FSWG members
· Other departments and agencies involved in FHA initiatives

· International Trade Data System (ITDS) Program

· FHA Program Manager

· FHA Program Management Office (PMO)

Information contained in this report should be helpful for development of OMB-300 documentation.  

1.4 Reference Documents
The documents used in this analysis include:

· FHA Architecture Development Methodology, version .2, January 24, 2005

· Shared Establishment Data Service Concept of Operations, draft version 1, November 14, 2006.
· Fiscal Year 2007 (FY07) Budget Formulation, Federal Enterprise Architecture (FEA) Consolidated Reference Model, May 2005
· The Service Component Reference Model (SRM), version 1.0, June 2003

· Food Safety Import Target Architecture Products

1.5 Document Organization

This document is organized as described in Table 1.

Table 1.  Document Organization
	Section
	Purpose

	Section 1:
Introduction
	Describes the purpose, scope, and audience of the report and reference documents used in preparation.

	Section 2:
Background
	Provides the context and background for development of the FS import target architecture.

	Section 3:
Target Architecture and Transition Roadmap
	Discusses elements of the FS import target architecture and a roadmap for transition of the food safety agencies to future solutions.

	Section 4:
Solution Implementation and Accountability
	Describes the general steps involved with funding and implementing the solutions and how progress toward implementation may be evaluated.

	Appendix A:
Target FS Import Information Exchanges
	Presents the detailed FS import information exchanges.

	Appendix B:
Target Service Component Descriptions
	Provides diagrams of FS import service components in the context of the hierarchy of the SRM.

	Acronym List
	Lists the acronyms used in the document.

	Glossary
	Defines the terms used in the document.


2. Background
This Section provides context for the development of the FS import target architecture and solutions.
2.1 FHA Program and Food Safety Work Group

The FHA Program is a crosscutting government initiative, led by the Office of the National Coordinator for Health Information Technology (ONC) in the Department of Health and Human Services.  The FHA initiative envisions:

A federal health information technology (IT) environment that is interoperable with the private sector and supports the National Plan enabling better care, increased efficiency, and improved population health.

In creating this vision, stovepipes between federal health agencies; state, local, and tribal health organizations; and private sector organizations will be broken down by creating standards that promote coordination and collaboration among health entities.  The FHA Program goals are as follows:

· Federal expertise and experience supports the National Plan through participation, coordinated policies, and the leveraging of federal systems investments.
· The National Plan is implemented in the federal agencies, in alignment with the Federal Enterprise Architecture, through adoption of standards and certified applications, and the protection of patient privacy.
· Federal agencies coordinate effective capital planning activities and invest in and implement interoperable health IT.
The FHA Program established the FSWG in June 2004.  The FSWG identified food safety import as the first multi-agency process for examination and collaboration.  Work group members reviewed current import processes of food safety agencies and conducted a gap analysis to identify commonalities, differences, and gaps in the processes.  From this analysis, the work group developed a future vision for food safety import conveyed in part in an integrated, multi-agency process of food import activities.  The vision, documented in the target architecture, and transition roadmap are described in Section 3.
2.2 Food Safety Definition

For the purposes of the FSWG, food safety has been defined as:

The prevention of environmental, accidental, and/or intentional contamination of food.

Examples are as follows:

· Pathogen due to lack of worker hygiene practices 

· Naturally occurring pathogen frequently associated with particular food (e.g., E. coli in ground beef)

· Cross contamination

· Intentional contamination  
· Pesticide exceeding a tolerance

2.3 Participation
The FS import target architecture was developed from a gap analysis and discussions in the bi-weekly FSWG meetings between the agencies involved with the process.  The target architecture has been validated by senior food safety staff within some of the agencies through a work session held in November 2005.  The participating food safety agencies involved with import include:
· U.S. Department of Agriculture (USDA)
· Food Safety and Inspection Service (FSIS)
· Animal and Plant Health Inspection Service (APHIS)
· Agricultural Marketing Service (AMS)
· U.S. Department of Commerce (USDC)
· National Oceanic and Atmospheric Administration (NOAA)/National Marine Fisheries Service (NMFS)
· U.S. Department of Health and Human Services 
· Food and Drug Administration (FDA)
· U.S. Department of Homeland Security

· U.S. Customs and Border Protection (CBP)

· Environmental Protection Agency
The U.S. Army Veterinary Service in the Department of Defense also participates in the FSWG.
2.4 Impact on Strategic Outcomes
The efforts of the Food Safety Work Group support the goals identified in the Framework for Strategic Action developed by ONC.  The FS Import process supports Goal 4—Improve Population Health.

The FS import process is specifically mentioned in the Framework with regard to reducing “the risk to public health from hazards such as communicable diseases, unsafe imported foods, and terrorism . . . .”  The underlying objectives of FS import operations involve risk identification and management to mitigate health risks from the introduction of unsafe foods, bioterrorist events, and threats to the U.S. food supply (e.g., pests).  Improvements to FS import operations will increase security and reduce threats to public health and safety.  
2.5 Dependency on Other FHA Products

The Transition Approach is based on the gap analysis of the FS import process and the information gathered in the baseline architecture.  The baseline information was used in the analysis to develop the vision and architecture for the FS import process.
3. Target Architecture and Transition Roadmap
This Section describes the elements of the FS import target architecture, which includes the architecture products and the target FS import solutions.  The roadmaps presented in this section identify a general timeline for transitioning to the target solutions.
3.1 Target Food Safety Import Products
The target FS import architecture products include the following:

· Integrated FS import business process

· Information exchanges

· Service component descriptions
3.1.1 Integrated FS Import Business Process

The target FS import business process integrates newly envisioned food safety import business sub-processes of the food safety agencies involved in import operations.  The diagram of the integrated target process is too large to include in this document but is available upon request and through the FHA Community portal.  The target process diagram includes the sub-processes in an integrated flow and the business roles that perform the sub-processes.
This integrated target food safety import process represents the “future vision” of the food safety agencies involved in its development.  The process incorporates major changes to the way the process functions today.  Actual implementation of the changes needed to transform the vision into reality faces many barriers and challenges such as funding; legislative, regulatory, or policy changes; execution of agreements; infrastructure changes; etc.  The description is not intended to imply that all the necessary changes have been accomplished in order to operationalize the process.

The process is triggered by a foreign establishment that is exporting to the U.S.  A question is initially asked to determine whether the foreign establishment or importer has already obtained the required approvals, permits, and certificates as well as registered with the U.S. government where applicable.  If the answer to this question is yes, then the process continues with the pre-arrival sub-processes.

3.1.1.1 Pre-import Sub-processes

In order to import into the U.S., there are qualifications to be met and activities to be performed.  These sub-processes include obtaining eligibility and registering to export to the U.S., participating in pre-clearance programs, and providing information on food safety processes.
For certain commodities, foreign governments are required to apply for eligibility to export to the U.S.  The foreign government provides information on its processes, laws, and regulations used to ensure the safety of the food it exports.  The equivalence/compliance staff reviews this information and conducts an equivalence determination to assess whether the foreign country has an “equivalent” system that meets U.S. laws and regulations.  As an input to the equivalence determination, equivalence/compliance staff requests an evaluation of the country’s risk status.  A risk assessment staff/analyst assesses the disease status and pest risk of the foreign country and provides the evaluation results to the equivalence/compliance staff.  If the application meets U.S. requirements, the U.S. agency approves the foreign country for export of the particular commodity.  
In the future, the agency will transmit the eligibility information to the central source—the Automated Commercial Environment (ACE)—for screening purposes.  If a product is trying to be imported from an ineligible country, then the cargo will be refused.  Providing the eligibility information to ACE enables the cargo to be refused earlier in the process, at the point of receiving the advance cargo data.

To remain eligible to export to the U.S., foreign governments have to maintain equivalency with U.S. requirements.  This means they need to remain abreast of changes in U.S. laws and requirements and make changes to their laws and processes as well.  Equivalence/compliance staff performs audits on an annual basis to assess equivalence as part of its ongoing equivalence determination sub-process.  If a country fails to maintain standards, it is suspended from exporting to the U.S.  When a country is suspended, the updated eligibility information will be provided to the central source.
The foreign government is responsible for certifying the processes and standards of the foreign establishments that produce the food products exported to the U.S.  Therefore, once the country obtains eligibility and the foreign establishment wants to export to the U.S., the foreign government provides the certification to the foreign establishment.  In the future, the foreign government will provide the establishment certification electronically to equivalence/compliance staff.  Once the agency receives the establishment certification, it will transmit the certification to the central source for edit checks and screening purposes.
Foreign establishments that export food commodities under the jurisdiction of the FDA are required to register and provide certain demographic and commodity information.  In this case, the foreign establishment registers with the U.S. government and consumer safety officers accept the registration information.  If the establishment is a food canning establishment, it is required to register and is assigned a food canning establishment (FCE) number.  In addition, for low-acid canned foods, foreign establishments provide information on their scheduled processes for review and acceptance by technical staff.
Certain types of animal and plant commodities require permits.  If this is the case, the importer applies for the permit and the APHIS risk assessment staff/analyst evaluates the permit request.  The evaluation considers whether the foreign country is experiencing a disease outbreak and the risk level associated with the commodity.  If the food product is unaffected by the disease outbreak and/or if it has been treated, APHIS approves the application and issues the permit.

Animals and animal products imported into the U.S. require a health certificate.  If a certificate is required, the foreign establishment requests the certificate from the foreign government.  The foreign government issues the certificate.  In the future, the foreign government will provide the certificate in electronic form to the U.S. government.  Agency systems will receive the certificate and transmit the certificate to central source, ACE, for use in determining if all entry requirements have been met.
NMFS works with foreign establishments to reduce risks in exported seafood and conducts verification audits of foreign establishments upon request to assist them with demonstrating compliance with regulations and to determine if processes and products meet specifications.

3.1.1.2 Pre-arrival Sub-processes

While the necessary permits, certifications, acceptances, and approvals are obtained, the foreign establishment is usually preparing the product or cargo for transport.  When the product is being prepared and loaded, the foreign establishment has the responsibility of verifying the data associated with the shipment.  When cargo is in transit, the foreign establishment is responsible for its security.

APHIS also conducts pre-clearance programs in foreign countries, working with foreign establishments to promote the use of better processes to ensure the safety of foods and to mitigate pest outbreaks.  In some cases, inspectors supervise treatments and inspect cargo to pre-clear it before the cargo is imported into the U.S.  If cargo is being pre-cleared, the broker or importer provides the pre-clearance information.  An inspector will determine if an inspection needs to be conducted and will perform the inspection overseas.  In the future, the results of these inspections will be transmitted to the central source, ACE.  The form and content of these results needs to be defined (see further discussion in Section 3.1.1.3).  If an issue or problem is noted, the commodity cannot be imported into the U.S., and the process stops.  
If no issue or problem is noted, the inspector determines if a treatment is required.  In some cases, an inspection may not be required, but a treatment may need to be conducted.  If treatment is needed, the foreign government conducts the treatment, and the inspector observes the treatment.  After treatment, the cargo may continue to the U.S., or it may need to be inspected.  If an inspection is needed, the inspector conducts the inspection, and the results are transmitted to the central source in accordance with the business rules.  If no issues or problems are found, the foreign establishment delivers the cargo to the foreign port, and the cargo is transported to the U.S.  
In some cases, cold treatment is set up for cargo being transported.  The foreign government supervises the set-up of the cold treatment.  If there is an issue or problem, then the commodity cannot be imported into the U.S. and the process stops.  
Where no pre-clearance is needed, the foreign establishment will deliver the cargo to the foreign port after it is ready and shipment information is verified.  Once at the foreign port, the cargo may be loaded on another form of transportation or may continue to the border crossing.  
When the cargo is en route, advance cargo information is provided to CBP (ACE) for all food commodities and to FDA for commodities under its jurisdiction.  APHIS also receives some information prior to arrival regarding animals.  Advance cargo data refers to the data received prior to arrival by:

· CBP under the 24-hour rule and in the future as advance trade data elements described in the “10+2” proposal
· FDA under the regulations related to Prior Notice

· APHIS with regard to animals

The advance cargo data may be provided by the carrier, broker, importer, non-vessel operating common carrier (NVOCC), or another U.S. agent.  In some cases, the entry data is provided with the advance cargo data.
When the advance cargo data is received in the future, ACE will determine agency jurisdiction and perform a security screening and targeting and also check whether the commodity is from an eligible country.  
Currently, the determination of agency jurisdiction faces significant challenges.  The data elements provided prior to arrival do not contain sufficient information to determine agency jurisdiction.  Filers are only required to submit the first six digits of the Harmonized Tariff Schedule (HTS) with the advance cargo data.  The six digit HTS number lacks the specificity with regard to food products for ACE to make the determination.  In addition, the HTS overall does not include enough detail to identify food products easily.  FDA currently receives the FDA product code as part of the prior notice submission.  This code assists with identifying its products.  Within the ITDS Program, discussions are underway concerning development of a product code.

If the cargo is from an ineligible country, then the non-release action of refusing the cargo will occur.  This may be accomplished through a no-load message (see below) or hold may be placed on the shipment.  If a security risk is identified, then the next step is to determine if the cargo is already on its way or if it is still at the foreign port.  If no security risk is identified at this point, ACE will transmit the advance cargo data and the screening results to the agency with jurisdiction.  This transmission of the advance cargo data and screening results would represent a major process and policy change.  Currently, only a few agencies have the legal authorities in place to receive advance cargo data and/or screening results.  To receive the data, agencies will need to ensure that the proper legal authorities are in place.

The data may then be screened by the food safety agency for food defense or security screening of the food shipment.  If additional review is required, then the record is provided to an entry reviewer, entry specialist, or inspector for review.  In the case of food commodities subject to CBP Agriculture Specialist review (Inspector), the screening for security issues and food safety/security issues occurs simultaneously by CBP systems.
For security risks or where additional review is required and depending on the agency, the entry reviewer, entry specialist, or inspector will examine the record and make a decision.  The action taken will depend on the location of the cargo and if the cargo is at a seaport participating in the Container Security Initiative (CSI) with CBP.  If it is a CSI port, and the cargo has not left or is in transit to the foreign port, then the entry reviewer, entry specialist, or inspector may decide to ask that the cargo be inspected at the foreign port or may issue a no-load message for high-level risks.  
Currently, foreign inspections are primarily conducted for possible weapons of mass destruction; sometimes foreign inspections are conducted with respect to animals.  The FSWG wants to expand this overseas inspection capability to include food shipments that are very high risk.  Business rules would need to be developed to address when this capability might be used.  Expansion of this inspection capability also could require modification of some agreements with foreign governments.

If the cargo is to be inspected at the foreign port where CBP has a presence, the foreign government conducts the inspection and a CBP inspector observes.  If an issue or problem is discovered, the foreign government may have the cargo removed from the ship or take some other action.  In some cases, the foreign government may not take sufficient action to the satisfaction of the CBP inspector.  In these situations, the inspector will place a hold on the cargo for the inspection once it reaches the U.S. port.
In the future when a high risk is identified and the shipment is in transit or still at the CSI port, another option is to issue a no-load message.  A no-load message informs the broker or importer that the cargo cannot be loaded or has to be off-loaded when already on the ship.  No-load messages are used in cases where a clear risk to safety or public health is identified, or may be used in cases where a food commodity is trying to be exported from an ineligible foreign country or establishment.  No load messages for agencies besides CBP may require new statutory or regulatory authority, or a Memorandum of Understanding (MOU) to implement.
The third option when a risk has been identified from the evaluation of the advance cargo data is to place a hold on the cargo.  The cargo will then be examined when it arrives at the U.S. port.
3.1.1.3 Arrival and Release Processing Sub-processes
The broker or importer provides entry documentation either while the cargo is in transit or within a certain time period after the cargo reaches a U.S. port.  
ACE performs edit checks on the entry data.  If the edit checks fail, then the entry is rejected.  The rejection of the entry represents a major change in the process.  In the future, agencies may request that ACE perform edit checks for particular data required by the agency and include this capability as a requirement in their ITDS submission.  

If the information is correct and sufficient, then ACE performs a security screening and/or transmits the entry data to the food safety agency for admissibility screening.  If no security risk is identified, the entry data and screening results are transmitted to the food safety agency for admissibility screening.  In the food commodity is under CBP jurisdiction, then ACE conducts the admissibility screening.  If a security risk is identified or if additional review is required, then the entry reviewer, entry specialist, or inspector (depending on the agency) conducts an entry review and analyzes the information.  
If the information is insufficient, then the entry reviewer, entry specialist, or inspector will request additional information from the broker or importer.  The broker or importer provides the requested information to the entry reviewer, entry specialist, or inspector who evaluates the information.  If the information is still insufficient, then the non-release action of refusal occurs.  

If an issue or problem is found in screening or review of the entry information, then the cargo may be designated for inspection or a non-release action.  Non-release, in the context of the food safety import process, has been defined as everything besides release in the final disposition of the cargo.  Section 3.1.1.4 describes the non-release sub-process in more detail.  For cargo in transit, a hold may be placed on the cargo.
When cargo arrives in the U.S., it is determined if the cargo has a hold and will be inspected, or if treatment is required.  If treatment is required, the cargo is treated at the port or transported to a treatment facility.  The cargo may be inspected after a treatment is conducted to determine if there are any issues or problems.  If no issues or problems are discovered, the cargo is released into domestic commerce.  If an issue or problem is discovered, then a non-release action is taken.
For cargo on hold to be inspected or for cargo identified to be inspected by an entry reviewer, entry specialist, or inspector; an inspection notice is transmitted to the importer or broker, and carrier.  The cargo is then transported to a facility near the port to be inspected or continues to destination, where it will be inspected.  The inspector, federal commissioned official, or state commissioned official conducts the inspection at the port or destination.  The inspection results are transmitted to the central source.  The form and content of the results transmitted would need to be established by the agencies, or a standard data set satisfying this requirement may be established by the agencies under discussions conducted by the ITDS Program.  
If an issue or problem is found, then a non-release action is performed.  If no issue or problem is found, then the cargo is released into domestic commerce.
When a release or non-release determination is made, a cargo disposition message is transmitted to the central source, ACE.

3.1.1.4 Non-release and Post-release Sub-processes

If either through inspection or other means a violation, issue, or problem is found with the cargo, then a non-release action is performed.  Before conducting the non-release action, the inspector, federal commissioned official, or state commissioned official conducts due process communications.  In some cases, the issue or problem can be resolved, and the cargo is released into domestic commerce.  

If a non-release action is to be performed, the non-release cargo sub-process includes many courses of action dependent upon the nature of the issue or problem.  These courses of action include the following: 
· Refuse:  If cargo is refused, it may be exported, destroyed, or in rare cases, seized.
· Recondition:  Cargo is reconditioned by removing part of the cargo or turning it into another form, such as pet food.  After reconditioning, the cargo is in most cases released.  In some cases, the cargo is inspected after reconditioning and may be released or refused.
· Fumigate:  If cargo is fumigated, it is transported to a government or commercial facility for the fumigation.  Sometimes, the government conducts the fumigation or oversees the fumigation.  In other cases, the importer may perform the fumigation.  After fumigation, the cargo is in most cases released.  In some cases, the cargo is inspected after fumigation and may be released or refused.

· Assess/issue a penalty or fine:  Fines or penalties are issued for certain types of violations.
· Request redelivery:  If a shipment fails to present for inspection, a redelivery request is sent.  If no redelivery is made, the cargo is recalled.

· Revoke license permit:  The government may revoke licenses or permits for repeated violations.
· Delist country:  In the case of repeated violations, the government may delist the foreign country and/or establishment for particular imports.

· Warehouse:  Cargo is sometimes warehoused, if non-perishable, if a quota has been filled, or if it is being transported through the U.S. and is then refused by the foreign country.
· Refer to criminal investigation:  If contraband is found, law enforcement is involved and the cargo is seized—an investigation then results.  In some cases, there may be a criminal investigation initiated from a pattern of serious violations. 
· Conduct informed compliance:  When a violation is minor, CBP sometimes conducts informed compliance, educating the importer or broker, then releases the cargo.

When a pattern of repeated violations is detected, it may prompt an evaluation of the foreign establishment or country status.  Depending on the results of the evaluation, the appropriate action is taken.  Repeated violations may trigger an update of the screening and targeting rules.

For seafood shipments, NMFS may receive a request from the importer to conduct an inspection.  Once the request is received, the consumer safety officer contacts the importer and schedules an inspection.  Once the inspection has been conducted, the consumer safety officer issues a lot inspection certificate and transmits the inspection results, based on the business rules, to the central source.

After cargo is released, analysts and consumer safety officers conduct domestic surveillance.  Domestic surveillance is performed until the food is consumed.  

3.1.2 Information Exchanges

The FS import target architecture includes new information exchanges between entities.  These exchanges are provided in Appendix A and are described further as part of the target solutions in Section 3.2.  The exchanges are as follows:
· Transmit updated eligibility information to central source/Receive and update eligibility information
· Provide establishment certification to U.S./Receive establishment certification information

· Transmit establishment certification to central source/Receive establishment certification
· Transmit permit information to central source/Receive permit information

· Send certificate to U.S. Government/Receive certificate

· Transmit certificate to central source/Receive certificate

· Transmit security screening results, advance cargo data, and entry data (if sent) to agency

· Evaluate advance cargo data and entry data (if sent) and response messages
· Provide entry data

· Transmit screening results and entry data to agency

· Entry rejection message
· Request additional or revised entry data/Provide additional or revised data

· Notification of inspection to central source
· Transmit inspection notice to importer/broker

· Sample collection notification
· Transmit inspection results to central source
· Transmit message to central source (cargo disposition message)
· Transmit message to importer/broker (cargo disposition message)
· Inspection request
· Export verification message/refused entry confirmation
3.1.3 Service Component Descriptions

The target service component descriptions illustrate changes to the service components involved in providing services that support the FS import process.  In the SRM, a domain is defined as “top-level service capabilities from a business perspective.”  A service component is defined as a “self-contained service with pre-determined functionality that may be exposed through a business or technology interface.”  
Food safety agency import systems provide many types of services because the systems support a complex business process.  The entire set of target service components descriptions is provided in Appendix B.  Two of the service domains—Customer Services and Back Office Services—include key changes that support the future vision for food safety import and are discussed in the next two subsections.

3.1.3.1 Target Customer Services

The SRM defines Customer Services as the set of capabilities that are “directly related to an internal or external customer, the business’s interaction with the customer, and the customer driven activities or functions.”  The Customer Services Domain represents those capabilities and services that are at the front end of a business and interface at varying levels with the customer.  
In the FS import process, the primary external customers are the establishments involved in the import supply chain like foreign governments, foreign manufacturers, importers, brokers, etc.  Some food agencies currently have external customer-facing electronic interfaces to these trade establishments, and some currently rely on manual or paper processes like U.S. mail, e-mail, and facsimile (FAX) to communicate with customers.  In the future, ACE will provide customer services for many of the food safety agencies, serving as one of the primary channels of communications between federal government agencies and trade establishments.  Figure 1 illustrates the interfaces between components and systems in the Customer Services domain.  The red lines represent new interfaces.
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Figure 1.  New Interfaces Between Components in Customs Services Domain

3.1.3.2 Target Back Office Services

Back Office Services are defined in the SRM as the “set of capabilities that support the management of enterprise planning and transactional-based functions.”  These capabilities include data exchange services.  Data exchange supports the interchange of information between multiple systems or applications and includes verification that transmitted data was received unaltered.
Currently, only CBP and FDA are able to exchange import information through electronic interfaces.  In the future, food safety agencies plan to rely primarily on electronic exchanges of information and use ACE as a central source through which to exchange key transactional data for the food safety import process.  Figure 2 shows these new data exchanges.  The red lines represent the new interfaces that will allow food safety import systems to share information.
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Figure 2.  New Data Exchange Interfaces in Back Office Services Domain

3.2 Target Food Safety Import Solutions
The target FS import solutions will be implemented through different approaches.  Many of the target solutions create requirements that are within the scope ACE and require submission of requirements to the ITDS Program.  The transition roadmap and solutions within the scope of ITDS are discussed in Section 3.2.1.

Some of the FS import target solutions involve activities specific to a particular agency or are outside the scope of the ITDS Program.  Section 3.2.2 provides descriptions of these solutions and the transition roadmap that identifies implementation activities.
3.2.1 Target Solutions In-Scope of ITDS Program
ACE is the platform supporting implementation of many of the FS import target solutions.  Food safety agencies will also need to make updates to their business processes, procedures, and infrastructure to enable deployment of the solutions.  

CBP is developing ACE to modernize its import and export systems.  The ITDS Program is the mechanism by which participating government agencies (PGAs) submit requirements for ACE.  The following sub-sections discuss assumptions and dependencies related to the FS import solutions in the scope of ACE, provide the transition roadmap for the solutions that provides a notional timeline for implementation, describe the solutions, and address risks involved with implementation.
3.2.1.1 Assumptions and Dependencies

Specific assumptions or dependencies associated with a particular solution are described in Section 3.2.1.3.  The broader assumptions and dependencies that apply to all the solutions are described below.

Transition by the food safety agencies to the FS import target solutions is based on the following assumptions:
· The ACE plan deploys functionality to support the solutions based on the schedule provided in Figure 3.  Deployment slips will delay solution implementation.

· Food safety agencies requirements are approved by the ITDS Program.

· The necessary system and application changes are funded and completed by the food safety agencies.

The following dependencies affect the timely transition of food safety agencies to the FS import target solutions:
· Funding is approved and provided when requested to the food safety agencies for investment associated with ITDS plans.

· The required statutory, regulatory, and policy changes are implemented in a timely fashion.

· MOUs between agencies are updated to reflect the changes generated by the target architecture.

· New procedures are developed and staff are trained to implement the new processes.

· System and application changes to interface to ACE and support the new processes are developed in a timely manner.
3.2.1.2 Roadmap
Figure 3 provides the roadmap for implementation of the FS import target solutions that are in-scope of the ITDS Program.  The roadmap lists time periods across the top.  Within the figure, the ACE drops of functionality are included by name and number.  More than one drop may be deployed in one time period.  The time periods are based on the last public ACE Schedule of Record presented at the Trade Support Network meeting in June 2007.  The time periods are subject to change based on changes to the ACE Program Plan.  
The FS import target solutions are mapped to the drop that is forecast to deploy the functionality needed to implement the solution.  The mapping of the target solutions to ACE drops in Figure 3 is only notional at this point in time based on the current descriptions of functionality for the ACE drops.  The ITDS Program will determine the actual schedule for implementation in coordination with the food safety agencies after performing an analysis of the agencies’ requirements sets and allocating the requirements to the appropriate drop.  Some requirements may be allocated to a later drop depending on the readiness of PGAs and/or availability of funding. 

The functionality needed to implement the FS import target solutions in the scope of ACE will be included as specific requirements in the food safety agencies’ submissions to the ITDS Program.  The solutions will be reflected in the requirements sets and described in the Agency ITDS To-Be Concept of Operations.  
One target solution, the Shared Establishment Data Service (SEDS), will create new requirements for ACE that are not currently in the planned functionality.  These requirements may become a “program baseline enhancement” to the current ACE plan.
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Figure 3.  FS Import Solutions Mapped to ACE Releases (Preliminary Assessment)
3.2.1.3 Solution Descriptions

The target solutions shown in Figure 3 are described below.  The number after the solution name maps the solution to the roadmap shown in Table 2.
3.2.1.3.1 Transmit Updated Eligibility Information to Central Source (1)
In order to import certain products, foreign governments have to apply for eligibility.  U.S. agencies assess their food safety laws, regulations, and policies; conduct an on-site audit; and make a determination whether the country’s food safety regulatory structure and practices are ‘equivalent’ to the U.S.  If approved, the country is listed as an eligible country for a particular commodity.  The foreign government ‘certifies’ that the foreign establishments producing the particular products meets the country’s standards and regulations.

Annual audits are performed for each country.  If the audit identifies issues, then the particular establishment may be ‘delisted.’

The approved countries/commodities will be transmitted to ACE, so this information can be used in screening.  Products from ineligible countries will be refused entry.  This is anticipated to be particularly valuable for use at the stage of receiving information prior to arrival.  
3.2.1.3.2 Transmit Establishment Certification to Central Source (2)
Certain products require certification from the foreign government that the establishment exporting the products has met certain standards or performed particular processes or treatments.  The foreign government ‘certifies’ that the foreign establishments producing the products meet the government’s standards and regulations, or that certain processes/treatments have been performed.  In the future, agencies want to receive these certifications electronically.  Once the agency receives the certification, it will provide the relevant information to ACE.

It is anticipated that ACE will store the approved establishment information and use it for screening purposes.  Cargo coming from establishments that are not approved for the particular commodity can be refused earlier in the process.

3.2.1.3.3 Transmit Permit Information to Central Source (3)
Importers have to apply for import permits for particular commodities.  APHIS is the primary issuing agency of permits for plant and animal products.  In the future, the permit number and relevant information will be transmitted to ACE for screening and admissibility purposes.
3.2.1.3.4 Transmit Certificate to Central Source(4)

The foreign government is responsible for issuing health certificates for animals and meat products entering the U.S.  These certificates are currently provided in paper form.  In the future, agencies want to receive the certificates electronically and provide relevant certificate information to ACE for screening and admissibility purposes.

3.2.1.3.5 Determine Agency Jurisdiction (5) 
Currently, agency jurisdiction over cargo is determined at entry.  CBP determines jurisdiction based on the entry documents received.  Food safety agencies want ACE to determine jurisdiction and to make the determination earlier—at the point when it receives the advance cargo data.

This jurisdiction decision may be problematic because filers are only required to submit the first six digits of the HTS when supplying advance cargo data.  The six digit HTS number lacks the specificity with regard to food products for ACE to make the determination.  In addition, the HTS overall does not include enough detail to identify food products easily.
FDA currently receives the FDA product code as part of the prior notice submission, and this code assists with identifying its products.  

Food safety agencies want to try to use a combination of data elements to determine jurisdiction at the advance cargo (manifest) stage.  Other changes may be pursued to make this solution possible.  Discussions are being conducted by the ITDS Program concerning a product code.
3.2.1.3.6 Transmit Security Screening Results, Advance Cargo Data, and Entry Data (if Sent) to Agency (6) 
Currently, CBP and FDA receive cargo information prior to arrival.  CBP receives it under the Trade Act of 2002 as “Advance Electronic Information.”  FDA receives the data under the Bioterrorism Act of 2002.  Its term for the FDA advance notice is “Prior Notice.”  APHIS also receives information prior to arrival with respect to animals.
Once advance cargo data (and entry data if sent) has been received, ACE will determine jurisdiction, then perform a security screening.  This security screening is primarily for weapons of mass destruction.  In the future, screening and targeting capabilities may contain rules associated with commodities/entities under jurisdiction of PGAs.  

Other food safety agencies want to receive advance information to identify risks earlier and assist with workforce planning.  Also, agencies would like to receive CBP’s screening results from analysis of the advance cargo data.  In order to receive the data and results without statutory authority, the relevant food safety agencies will need to update MOUs with CBP.  Or, the receipt of data could require new statutory authority.
FDA only wants to receive screening results that match FDA rules established in ACE.
If ACE identifies a security risk and the cargo is in transit to or at a foreign port participating in the CSI program, then the cargo may be inspected or off-loaded at the foreign port.  If the cargo is on its way to the U.S., then a hold will be placed on the cargo.  The cargo will be inspected upon arrival at the first U.S. port.

Sometimes, importers/brokers send entry data with the advance cargo data.  In this case, ACE will screen all the data as well as perform edit checks on the full set of data (See below).  The entry data and screening results would also be sent to the food safety agency.
3.2.1.3.7 Evaluate Advance Cargo Data and Entry Data (if Sent)
This advance cargo data evaluation is a process step and decision, but not a solution because the outcome is a decision.  

Once advance cargo data (and entry data if sent) has been screened by ACE and transmitted, in some cases, the agencies’ systems will screen the data again.  At the current time, this exchange is only possible with FDA because it has electronic interfaces with CBP.  Other agencies screen the data after they receive the paper documents.

If only the advance cargo data is provided at this point, then a security screening of the food shipment is done.  If the full set of data is provided, then security screening of the food shipment occurs and admissibility screening is conducted.  In the case of CBP jurisdiction (for animal and plant shipments), the information is not transmitted and the screening processes happen simultaneously.

If the screening processes identify anomalies, the advance cargo data/entry data is routed to an inspector, entry reviewer, or entry specialist (human being) for evaluation.  If the reviewer identifies an issue, the cargo may be:

· Placed on hold

· Inspected at the foreign port (if in-transit or still at a CSI port)

· Issued a no-load message (if in-transit or still at a CSI port)

3.2.1.3.8 Place Hold on Cargo (Message) (7) 
When an issue is found after receiving the advance cargo/entry data and the cargo is already on its way to the U.S., then a hold is place on the cargo in ACE.  The cargo is then inspected as soon as it arrives.  
Food safety agencies will transmit a message to ACE to place a hold on the cargo.  FDA currently has the capability to place cargo on hold through the Automated Commercial System (ACS).
In some cases, CBP will place a hold on cargo that was inspected at the CSI port and an issue found, but was not resolved with the foreign government.
3.2.1.3.9 Inspect Cargo at Foreign Port (Message) (8)
When an issue is found after receiving the advance cargo data and the cargo is still at a CSI port (sea environment only), then the food safety agency may request that CBP conduct an inspection at the foreign port.  These inspections can only be conducted at CSI ports where CBP inspectors are stationed and in conjunction with the foreign government staff, which inspects the cargo.  
Currently, foreign inspections are primarily conducted for possible weapons of mass destruction; sometimes foreign inspections are conducted with regard to animals.  The FSWG wants to extend this overseas inspection capability to include food shipments that pose very high risks.  Business rules need to be developed to address when this capability might be used.  While this scenario may happen only rarely, it is a desired capability.  
In future, NMFS is placing officers at foreign ports.  Officers may be able to conduct some overseas seafood inspections for other agencies.  
3.2.1.3.10 Transmit No Load Message (9)

When an issue is found after receiving the advance cargo data and the cargo is still at a CSI port (sea environment only) and has not been loaded, then the food safety agency may request that CBP (ACE) issue a no-load message.  It is anticipated that this option will be used in the case of known problems with particular commodities or entities.
The food safety agency with jurisdiction makes the decision on when and where to use this capability.  In some cases, other actions like placing a hold on the shipment may be the better course of action.  For issues like cargo attempting to be imported from an ineligible country or establishment, this capability may be exercised.  No load messages for agencies besides CBP may require new statutory or regulatory authority, or MOUs to implement.

3.2.1.3.11 Electronic Entry Submission (10)

In the future, it is anticipated that most entry data will be received electronically.  Food safety agencies prefer to receive all entries electronically.  Paper entries may continue during a transition phase, and there may need to be workarounds for certain types of entries.
With the exception of CBP and FDA, most of the food safety agencies currently receive entry data as paper documents, faxes, and e-mail.
For some agencies, requiring the entry data electronically may require new regulations.

3.2.1.3.12 Perform Edit Checks (11) 
When entry data has been provided, ACE will perform edit checks that have been programmed into the system in response to PGA requirements.  Currently, the ACS system performs some basic edit checks for FDA.
These edit checks may be simple data checks for things like an FDA product code, a certificate or permit number, etc.  The edits may also generate automatic flags in the system, e.g., holds for commodities that require 100 percent sampling (peanuts and pistachios for AMS), redirection of shipments to other agencies for inspection, etc.

If the entry fails the edit checks, then it will be rejected.
3.2.1.3.13 Reject Entry (Entry Rejection Message) (12)

When edit checks fail in the future, agencies want to reject the entry.  These failures may occur in ACE or when the data reaches the food safety agency and is processed.  It is anticipated that a message will be sent to the broker/importer identifying the rejected entry and the reason for the rejection.  The broker/importer would then need to resubmit the entry correctly.
The entry rejection message will be an automatic message sent from ACE.

3.2.1.3.14 Transmit Security Screening Results and Entry Data to Agency (13)

If entry data was not previously provided at the same time advance cargo data was provided, then the brokers/importers will provide the entry data electronically when the cargo is near to or arrived at the U.S. port.  

When the entry data is received, ACE will perform a security screening of the full data set.  If a security risk is identified, then a non-release action will be initiated such as inspection, refusal, etc.  

Once the entry data has been received by ACE and screened for security purposes, ACE will transmit the screening results and entry data to the agency with jurisdiction.  In the case of CBP jurisdiction, there is no transmission; ACE screens the data for admissibility. 
Food safety agencies would like to receive CBP’s screening results from analysis of the entry data.  FDA only wants to receive screening results that match FDA rules established in ACE.
When the entry data has been transmitted to the agency, the agency will review and/or screen the data for admissibility purposes.
3.2.1.3.15 Request Additional/Revised Entry Data Message (14)
Once the entry data has been screened by the agency for admissibility purposes, any issues will automatically be forwarded to an Inspector, Entry Reviewer, or Entry Specialist to conduct an entry review.

During a manual review of the entry data, government staff may request additional or revised entry data.  In some cases, it is missing data.  In other cases, the request may be for additional clarification data.

In the future, food safety agencies want to be able to transmit a message through ACE requesting the additional information electronically.

There may still be cases where this information may be requested through other means, for example, if cargo is at the port and the inspector requests it in person.

3.2.1.3.16 Transmit Inspection Notice to Central Source (15) 
When cargo arrives at a U.S. port, the need for an inspection may be identified during review or screening of the entry data by other agencies.  The agency will need to notify the central source (ACE) that an inspection is to be conducted.  
FDA currently has the capability to notify filers of inspections through ACS.

3.2.1.3.17 Transmit Inspection Notice to Importer/Broker (16) 
If an agency has identified cargo to be inspected or if cargo has been previously placed on hold (while in transit to the U.S.) and/or flagged for inspection, then the importer/broker needs to be notified of the inspection.  In the future, food safety agencies want ACE to notify the importer, broker, and carrier of inspections.  

Also, for food safety agencies that conduct inspections at destination, it would be helpful if filers could respond as to when and where the goods will be made available for examination.
3.2.1.3.18 Collect Sample Notification (17)
In the future as part of the Inspect Cargo sub-process, food safety agencies want to expand the practice of interagency sampling, e.g., FSIS collecting a sample for FDA, etc.
It is anticipated that ACE will be the communication vehicle for requesting and notifying other agencies that a sample needs to be collected.
3.2.1.3.19 Transmit Inspection Results to Central Source (18)

Once an inspection has been conducted, food safety agencies want to have the inspection results transmitted to ACE to assist in identifying cross-jurisdiction issues or risks and to avoid excessive or duplicative inspections.  In addition, NOAA/NMFS will transmit results from seafood lot inspections if a bad result is found.
The form and content of the results that would be transmitted would need to be decided by the agencies.  It is anticipated that business rules will be established concerning the type, content, form, and timing for transmission of results.  Food safety agencies will need to determine which results might be valuable in sharing with the central source given the costs of implementing this solution.
3.2.1.3.20 Transmit Message to Central Source (Cargo Disposition Message) (19)
After agency systems or agency staff screens entries, a disposition message will need to be provided to ACE concerning the entry.  

These messages may indicate release of the shipment if no issues are found or may indicate a non-release action if an issue is found.  If a non-release action is indicated, the message may identify the action and some kind of follow-up request.  
FDA provides these messages currently to ACS/ABI, which notifies the filer.
Non-release has been defined in the context of the food safety import process as everything besides release in final disposition of the cargo.  Non-release actions include export, destruction, reconditioning, etc.  (See Section 3.1.1.4)
3.2.1.3.21 Transmit Message to Importer/Broker (Cargo Disposition Message) (20)
Once the central source receives a disposition message, it will transmit that message or update the entry status in ACE.  In the case of non-release, the system may identify the non-release action and follow-up action.
The cargo disposition message will be an automatic message sent by ACE.
3.2.1.3.22 Non-Release Follow-Up Request (21)
In the future, as release and non-release decisions are communicated electronically, the importer/broker may submit a request for a follow-up action in response to a non-release decision.  For example, the importer/broker may request permission for reconditioning a shipment that is inadmissible in its current state.

3.2.1.3.23 Request Inspection (22)
NMFS performs lot inspections of seafood shipments for a fee paid by the importer.  These inspections help importers determine whether they are receiving quality seafood shipments.

In the future, NMFS would like to receive these inspection requests via ACE.  These inspections are conducted after the commodity has been released into domestic commerce.

3.2.1.3.24 Export Verification Message (23)
Importers may choose to export cargo that is inadmissible under U.S. import regulations.  In some cases, this cargo will travel in-bond to a different port from which it will be exported.

Food safety agencies want to receive verification messages in the future when the cargo has been exported from the U.S. port.

3.2.1.3.25 PGA Data Exchange Interfaces (24)
This target service component solution involves additional data exchanges or interfaces between food safety agency systems and ACE.  Currently, only FDA has an interface to CBP systems.

In the future, the following food safety agencies and systems will need to exchange data or interface with ACE:

· FSIS, Automated Import Information System (AIIS)
· APHIS, ePermits (issues permits).  There may be other APHIS systems that need to exchange data.  An APHIS future solution is identified in the target information exchanges because it is not know which systems will be used for particular exchanges.

· AMS, future solution (AMS does not have an information system that supports import either from the food safety or marketing sides.)

· NMFS, Seafood Inspection Data System (SIDS)

3.2.1.3.26 Leverage Customer Service Functions of ACE Where Appropriate (25)
In the future, it is anticipated that food safety agencies will use ACE to perform appropriate Customer Relationship Management services.  CBP refers to these services as “Trade Relationship,” “Transaction Processing,” and “Business Information” service types in its SRM.

3.2.1.3.27 Shared Establishment Data Service (26)
The FSWG wants to use ACE to host the SEDS.  The primary purposes of SEDS are to:

· Provide a unique, standard identifier (ID) for establishments 
· Create a centralized service to provide accurate information on and verify establishments involved in the import supply chain from supplier to consignee
The SEDS concept also includes:
· Capture of a minimal set of establishment violation data from import transactions

An ‘establishment’ is defined as “a site-specific place of business involved in the import supply chain.”  SEDS will access and/or supply core demographic data and compliance record data.  
The unique, standard ID is central to the SEDS concept.  Currently, government agencies have different ID numbering systems.  The different systems make it difficult, if not impossible, to match up import records for collaboration on cross-jurisdiction issues and to screen establishments and perform effective targeting.  Without a centralized, definitive ID method, like a standard ID, each agency creates new IDs for various needs and makes admissibility decisions with stove-piped, possibly unreliable information.  This ID will be supplied by a commercial service.
The SEDS concept envisions replacement of many current establishment IDs—Manufacturer ID (MID) number, Food and Drug Administration (FDA) Establishment Identifier (FEI) number, and other ID numbers—with the standard ID.  In some cases, it may not be feasible to replace current identifiers as might be the case with establishment IDs assigned by a foreign government.  In these cases, agencies may choose to link the standard ID to existing establishment IDs and agency records to enable better identification. 

The SEDS concept is comprised of two major pieces:
· Demographics:  SEDS will employ a commercial service with accurate, consistent demographic data to create an establishment ‘phone book’ and to verify entities.  
· Compliance History:  The SEDS concept includes capture of a minimal set of violation data for the establishment to form a compliance history for use in risk assessment.
These pieces may be built and implemented at the same time or as separate entities.  Agencies may choose to use the demographic and verification functions of SEDS without utilizing or contributing to the compliance history.

The SEDS concept is founded on three key elements:

· Standard ID for establishments:  The unique, standard ID is central to the SEDS concept.  Currently, government agencies have different ID numbering systems.  The different systems make it difficult, if not impossible, to match up import records for collaboration on cross-jurisdiction issues and to screen establishments and perform effective targeting.  This standard ID will be supplied by a commercial service.  

· Entity verification by a commercial service:  The SEDS concept includes a centralized, robust entity verification capability provided by a commercial service, which exceeds current government capabilities.  SEDS incorporates use of a transparent commercial service to perform entity verification and to provide the standard ID.  The service will feature a standard identifying number to be adopted by government agencies that choose to use SEDS.  The commercial service will provide researched and validated records on domestic and foreign establishments.  

· Shared compliance history:  This element provides an accessible, historical record of violations incurred by establishments involved in the import supply chain.  This record, based on a minimal data set, creates a more complete risk picture because it incorporates violation data from multiple agencies.  
The FSWG approached CBP to build, host, and maintain SEDS because CBP is the frontline agency at U.S. borders.  CBP is developing ACE to modernize its import/export systems.  ACE is the planned platform for SEDS.  A FSWG SEDS subgroup developed the CONOPS and drafted requirements to submit to the ITDS program.  The ITDS program is the mechanism by which government agencies involved with import and export submit requirements for ACE.  
The SEDS project is a multi-agency requirement submitted to the ITDS program for consideration as requirements for ACE.  Funding for SEDS implementation within ACE will be requested from the ITDS program and CBP as the managing agency.  This funding will cover the building of the SEDS functionality in ACE and acquisition of the commercial service.  PGAs will be responsible for the costs of integrating SEDS with operations and legacy systems.  These costs include infrastructure changes; potential licenses or fees; updates to regulations, policies, and procedures; staff training; and any necessary cleanup of legacy databases.
The SEDS Concept of Operations provides additional information on the SEDS concept.
3.2.1.3.28 Shipment Tracking with Tracking Technology

Currently, the ACE program is not deploying functionality for a cargo tracking system that utilizes a tracking technology like radio frequency identification (RFID).  This solution is included in the approach anticipating that other agencies may have a similar need as the food safety agencies and will request this capability in their requirements submissions.

From a regulatory compliance standpoint, ACE could function as a cargo tracking system.  ITDS establishes unified functionality through a single-window interface.  In going beyond the facilitation of import/export transactions, ACE could provide the functionality to fill a security gap in verifying that arriving cargo goes where it is supposed to go and undergoes inspection as required by law.

Confirmation of final destination delivery is an important system feature for food safety agencies because, in the case of imported meat products for example, the U.S. Government is legally required to ensure that the product entering domestic commerce is eligible to do so and is unadulterated and fit for human consumption.  Tracking of the product to end-users is part of ensuring that the regulatory chain of custody has functioned properly, particularly with respect to an imported product that is destined for further processing at a U.S. establishment.  

Using a single system to perform cargo tracking is more efficient and cost-effective than multiple regulatory agencies maintaining the capability.  For products moving under an in-transit bond, cargo tracking is even more important to ensure that the product transiting the country for delivery elsewhere is actually delivered, and to ensure when it is ineligible to enter the U.S. that it does not get diverted into domestic commerce.  

Although this solution is not included in the roadmap in Figure 3 because it is currently not in the ACE plan, the food safety agencies rated this solution as a high priority in the target architecture.  ACE is the logical mechanism for implementing the solution, and some agencies will be exploring this functionality with the ITDS Program.  If this functionality is added to the ACE plan, it would be a program baseline enhancement.
3.2.1.4 Mapping of Solutions to Agencies

Table 2 maps the target solutions in-scope of ACE to the food safety agencies that will have responsibility for implementing the solution if the dependencies and assumptions identified in Sections 3.2.1.1 and 3.2.1.3 are addressed.  For example, funding may be necessary for solution implementation.

The mapping is important because it defines which solutions are relevant to which agencies.  An “x” in the agency column indicates that the solutions applies to the agency and needs to be addressed in future plans.  OMB may require agencies to report progress on solution implementation.  

CBP is included for all the solutions because the ACE platform is involved in delivering the solution.  FDA already has certain capabilities through its interactions with CBP and its interface to ACS.  Therefore, some of the solutions do not represent future changes for FDA, except for the transfer of this capability from ACS to ACE.  The solution descriptions in Section 3.2.1.3 discuss any existing FDA capabilities.
Table 2.  Solutions In-scope of ITDS Mapped to Agencies

	No.
	Target Solution
	Statute/ Regulatory Changes
	AMS
	APHIS
	CBP
	FDA
	FSIS
	NMFS

	1.
	Transmit updated eligibility information to central source
	No
	
	X
	X
	
	X
	

	2.
	Transmit establishment certification to central source
	No
	
	X
	X
	
	X
	

	3.
	Transmit permit information to central source
	No
	
	X
	X
	
	X
	

	4.
	Transmit certificate to central source
	No
	
	X
	X
	
	X
	

	5.
	Determine agency jurisdiction
	No
	X
	
	X
	
	X
	

	6.
	Transmit security screening results, advance cargo data, and entry data (if sent) to agency:  
	Yes
	X
	X
	X
	
	X
	X

	7.
	Place hold on cargo (message)
	No
	X
	X
	X
	
	X
	

	8.
	Inspect cargo at foreign port (message)
	Yes
	
	X
	X
	X
	X
	X

	9.
	Transmit no load message 
	Yes
	
	X
	X
	X
	X
	

	10.
	Electronic Entry Submission
	Yes
	X
	X
	X
	X
	X
	

	11.
	Perform edit checks
	No
	X
	X
	X
	
	X
	

	12.
	Reject entry (entry rejection message, automatic message in ACE)
	May possibly require regulatory change
	
	
	X
	
	
	

	13.
	Transmit security screening results and entry data to agency 
	Yes
	X
	X
	X
	
	X
	

	14.
	Request additional or revised entry data message
	No
	X
	X
	X
	X
	X
	

	15.
	Transmit inspection notice to central source 
	No
	X
	X
	X
	
	X
	

	16.
	Transmit inspection notice to importer/broker
	No
	X
	X
	X
	
	X
	

	17.
	Collect sample notification
	No
	X
	X
	X
	X
	X
	X

	18.
	Transmit inspection results to central source
	Yes, possibly require MOU
	X
	X
	X
	
	X
	X

	19.
	Transmit message to central source (cargo disposition message)
	No
	X
	X
	X
	X
	X
	

	20.
	Transmit message to importer/broker (cargo disposition message, automatic message sent by ACE)
	No
	
	
	X
	
	
	

	21.
	Non-release follow-up request
	No
	
	X
	X
	X
	X
	

	22.
	Request inspection
	No
	
	
	
	
	
	X

	23.
	Export verification message
	May possibly require regulatory change
	X
	X
	X
	X
	X
	

	24.
	PGA data exchange interfaces
	No
	X
	X
	
	
	X
	X

	25.
	Leverage Customer Service functions of ACE where appropriate
	No
	X
	X
	X
	X
	X
	X

	26.
	Shared Establishment Data Service (SEDS)
	Yes
	
	X
	X
	X
	X
	X


3.2.1.5 Risks

This transition approach for the target solutions in-scope of ACE involves the following risks:

· The solutions in-scope of ACE rely heavily on the timely deployment of drops of functionality.  Any funding or deployment delays will postpone implementation of the target solutions.  Over 80 percent of the FS import solutions depend on the success and timely deployment of ACE.  If the ACE program is unable to deliver the needed functionality, other alternatives will need to be explored for implementation.
· Given the tightening of federal budgets, there is a strong risk of funding delays for larger programs like ACE.  In addition, food safety agency funding for the agency ITDS changes could be allocated in less than requested amounts, extending the implementation time periods for the target solutions.  If funding is less than requested or delayed for a year, food safety agencies would have to replan agency modifications to utilize ACE.
· The ACE development is a challenging enterprise solution development.  There may be delays in deployment of functionality because of the complexity of the IT development and integration.  Food safety agencies may also experience challenges in modifying IT systems.  Careful planning of system and applications changes into manageable segments can help mitigate this risk.
· As with any operational change, implementing the new processes defined in the FS import target architecture may encounter resistance from agency staff used to operating under current models.  Early and often communications on the changes and comprehensive staff training will give agency staff confidence with the new operational processes.
· Statutory and regulatory changes require long lead times.  These types of changes also face challenges from strong constituencies like the trade community.  A comprehensive communications plan concerning the changes and overall benefits can help mitigate delays from public comment periods and lobbying efforts. 
3.2.2 Target Solutions Outside Scope of ACE and ITDS Program
Some of the FS import target solutions require operational or policy changes that are outside the scope of ACE and the ITDS Program.  Or, the solution applies to only one agency and does not require ACE support for implementation.  The following sub-sections discuss assumptions and dependences, provide a transition roadmap and activities for the solutions that fall outside the scope of ACE, describe the solutions, and address the associated risks.
3.2.2.1 Assumptions and Dependencies

Specific assumptions or dependencies associated with a particular solution are described in Section 3.2.2.3.  The broader assumptions and dependencies that apply to all the solutions outside the scope of ACE are described below.

Transition by the food safety agencies to the FS import target solutions is based on the following assumption:

· Foreign countries will be willing to provide establishment certifications and certificates electronically instead of using manual procedures.

The following dependencies affect the timely transition of food safety agencies to the FS import target solutions:
· Funding is approved and provided when requested to the food safety agencies for the activities involved with implementing the solutions.

· The required statutory, regulatory, and policy changes are implemented in a timely fashion.

· MOUs between agencies are developed to support data sharing and interagency sampling.

· New procedures are developed and staff is trained to implement the new processes.

3.2.2.2 Roadmap
Table 3 provides the roadmap for implementation of the FS import target solutions that are outside the scope of ACE and the ITDS Program.  
Table 3.  Target FS Import Solutions Outside Scope of ITDS

	Target Solution
	Statute/ Regulatory
Changes
	FY08
	FY09
	FY10
	FY11
	FY12
	Lead Agency/ Impacted Agencies

	Provide establishment certification to U.S./Receive establishment certification information
	May possibly require regulatory changes
	· Define business requirements and processes for electronic exchange of foreign establishment information

· Identify foreign countries interested in replacing the manual procedures  
	· Design and develop prototype system 

· Develop procedures  

	· Begin implementation with pilot countries 
	Full implementation of new certification processes  
	
	FSIS and APHIS
(No lead)

	Send certificate to U.S. Government/ Receive certificate information (agency)
	Yes
	· Define business requirements and processes for electronic exchange of certificate information

· Initiate discussions with foreign countries requiring an MOU

	· Draft regulatory change to enable receipt of electronic certificates Design and develop prototype system

· Develop procedures

	· Issue final rule
· Begin implementation with pilot countries
	Full implementation of new certificate processes
	
	FSIS and APHIS

(No lead)

	Assess larger $ or criminal penalty for repeat offenders (pertaining to beating the system instead of an underlying issue with the food)
	Yes
	· Identify issues with current penalty structure

· Develop new penalty structure
	· Draft and issue proposed rule

· Develop operational procedures
	· Issue final rule

· Implement new penalty structure
	
	
	Lead:  CBP

All import-regulating agencies



	Expand interagency efforts to train and leverage resources to collect samples
	No
	· Identify agency partners for sampling
· Negotiate MOUs with agencies


	· Complete negotiation of MOUs with agencies

· Develop operational procedures

· Train staff
· Acquire any special equipment
	· Begin implementation at pilot ports


	· Full implementation of new sampling procedures by year end
	
	AMS
APHIS
CBP
FDA
FSIS
NOAA/NMFS
(No lead)


3.2.2.3 Solution Descriptions

The target solutions shown in Table 3 are described below.  
3.2.2.3.1 Establishment Certification

Certain products require certification from the foreign government that the establishment exporting the products has met certain standards or performed particular processes or treatments.  The foreign government ‘certifies’ that the foreign establishments producing the products meet the government’s standards and regulations, or that certain processes/treatments have been performed.  In the future, agencies want to receive these certifications electronically.  This solution captures the electronic exchange of the information with the foreign government.
The steps to implement this capability are provided in Table 3.

3.2.2.3.2 Electronic Certificates

The foreign government is responsible for issuing health certificates for animals imported into the U.S.  These certificates are currently provided in paper form to agencies.  In the future, agencies want to receive the certificates electronically.
Table 3 lists the activities required to implement this solution.

3.2.2.3.3 Larger $ or Criminal Penalty for Repeat Offenders
The FSWG identified a target solution of increasing the fine or criminal penalty for repeat offenders who violate import regulations.  Currently, the penalties for repeat violations are not prohibitive enough to discourage those who commit the violations.
CBP will be the lead agency for this solution.  The activities involved with implementing this solution are shown in Table 3.
3.2.2.3.4 Expansion of Interagency Sampling

Food safety agencies would like to expand and leverage their efforts to conduct additional interagency sampling.  For example, since AMS takes samples from every peanut and pistachio shipment, this activity might be shared by other agencies.

ACE would assist with the data exchange for cross-agency communication of the sample request as noted above in Section 3.2.1.3.18.

3.2.2.4 Risks

Given the tightening of federal budgets, there is a strong risk of not receiving requested funding for fundamental changes.  A strong business case will have to be made for changing inspection practices.  If funding is not received for a particular change, the solution will not be implemented because current resource levels cannot support the changes.
As with any operational change, implementing the new processes defined in the FS import target architecture may encounter resistance from agency staff used to operating under current models.  Early and often communications on the changes and comprehensive staff training will give agency staff confidence with the new operational processes.

Statutory and regulatory changes often require long lead times.  The type of change involved with changing inspection processes faces a strong challenge from the trade community.  A comprehensive communications plan concerning the changes and overall benefits can help mitigate delays from public comment periods and lobbying efforts.
3.2.3 Benefits
Implementation of the FS import target solutions will produce benefits in the following areas and more across federal departments and agencies:

· Improved/better protection of public health

· Improved public health and preparedness outcomes from defined handoffs and shared information identified by developing the integrated FS import process 
· Better public health and food safety results generated by farm-to-table management of shipments; products better tracked to consumption and issues identified earlier
· Imports from ineligible countries and establishments identified and stopped earlier in the process by centralizing eligibility and certification information, overall reducing threats from foodborne contaminants due to substandard processing from export nations.  Threats include bacteria, foreign pests, diseases, and infectious agents.
· Public safety increased from earlier testing and receipt of results through applying interagency resources for sampling 
· Entry of ineligible and illegal products stopped overseas from screening at secure CBP ports of lading 
· Reduced safety and health risks and increased security

· Enhanced homeland security with shared screening of shipment information, assisting agencies in making better release decisions
· Security of food supply improved by reducing gaps and opportunities within the import process for intentional food contamination 

· Facilitated assessment of possible high-risk food products from centralization of key information in ACE like permits, certificates, eligibility, and compliance 

· More complete picture of public health compliance formed across agencies from shared inspection results, highlighting repeat offenders for additional scrutiny
· Agencies collaborate seamlessly to resolve issues due to electronic communication and processing of information 

· Suspect establishments identified for further action due to better entity verification
· Earlier action at the border on shipments flagged in ACE for inspection or sampling from better communications
· Lower long-term costs through shared resources and advanced planning
· Reduced processing burden from paper forms and manual entering of information from electronic communication and receipt of information 

· Earlier resource planning/jurisdiction resolution enabled by receipt of advance shipment notification, facilitating low-risk shipments and identifying high-risk shipments for further action
· Resource allocations optimized across and within agencies by providing more complete information to inspectors, more quickly

· Burden of data collection by multiple government information systems reduced by using central source for submission of transactional data 
· Reduced travel costs by leveraging interagency resources for sampling 
· Cost savings realized through sharing aspects of customer services, resulting in fewer customer interfaces that need to be developed and maintained by agencies
· Data maintenance streamlined through elimination of duplicate records
· Changes to federal health evaluated more easily and impacts determined in context of future vision articulated by FS import target architecture 
3.2.4 Impacts

The development of the FS import target architecture has the following impacts for food safety agencies:

· Health-related investments will be reviewed for conformance with target architecture

· Changes to agency architectures to align with FS import target architecture
· Operational changes (business process/data exchanges) from target solutions 

· Operational changes may result in greater short-term costs to realize long-term savings

· Target architecture requires statutory and regulatory modifications 
· Sharing of data and interoperability require changes to agency systems and applications
· New technology standards may need to be adopted

4. Solution Implementation and Accountability
With development of the FS import target architecture completed, food safety agencies are moving from developing the architecture to implementation of the solutions.  This Section describes the general activities involved with implementation of the target solutions.  It also discusses agency alignment with the FHA and possible ways that agency progress toward solution implementation may be evaluated.  
4.1 General Implementation Activities
With the FS import target architecture defined, there are some general steps food safety agencies need to take to implement the target solutions within and outside the scope of ACE.  
Figure 4 shows the general steps involved with deploying a solution.  The steps in green apply to the solutions within the scope of ACE and the ITDS Program.  The activities in blue capture the specific tasks involved in implementing the solutions outside the scope of ACE.  The steps in yellow are common to all the FS import solutions.
For solutions in-scope of ACE and the ITDS Program, the food safety agencies need to develop the requirements involved with the target solutions and modify the To-Be Concept of Operations (CONOPS).  The new requirements and modified CONOPS need to be submitted to the ITDS Program.  The ITDS Program will analyze the requirements and indicate whether the requirements are approved.  At the same time, the food safety agency needs to include the new requirements in its ITDS business case and OMB 300 funding request.  The ITDS investment request is typically approved through the agency (and sometimes department) investment review process.  After approval, the funding request is submitted to OMB and the funding needs to be allocated.  At the same time, the ACE functionality is being developed.  The solution is fully implemented when both the agency process and infrastructure changes are in place and ACE functionality has been deployed. 
For solutions outside the scope of ACE and the ITDS Program, the agency conducts an analysis to identify the plan for solution implementation.  In some cases, this plan requires a business case and funding request.  In other cases, the solution may only require regulatory changes.  If funding is required, the food safety agency develops the business case and OMB 300 funding request.  The funding request is typically approved through the agency (and sometimes department) investment review process.  After approval, the funding request is submitted to OMB and the funding needs to be allocated.  After receiving funding (if required), the agency executes the plan and implements the solution.
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Figure 4.  General Implementation Activities
4.2 Accountability

The FS import target architecture generates future requirements for action and change by food safety agencies.  Food safety agencies will align relevant parts of their agency enterprise architectures (EA) with the FS import target architecture and reflect the target solutions in agency plans.  The target solutions need to be reflected in future budget requests as part of agency ITDS investment requests—for solutions that depend on ACE for implementation— or as part of other agency initiative investments.

The FS import target architecture products and this Transition Approach document become part of the FHA Repository and the Federal Transition Framework (FTF).  The FTF is a single information source for cross-agency information technology (IT) initiatives.  It contains government-wide IT policy objectives and cross-agency initiatives, e.g., Office of Management and Budget (OMB)-sponsored E-Gov and LoB initiatives like FHA.  The FTF allows agencies to:

· Receive more consistent, complete, and detailed information about cross-agency initiatives more quickly to inform their enterprise architecture, capital planning and implementation activities

· Use information describing cross-agency initiatives to make better informed decisions about their IT investments

· Improve the effectiveness and efficiency of IT investments to realize service improvements and cost savings

Publication of the FTF is linked to the agency EA assessment process.  FTF information is provided to agency officials and other stakeholders to establish clear relationships between cross-agency initiatives, agency EA, and agency IT investments.

OMB will be monitoring agencies regarding their plans for implementing and aligning with the FHA FS import target architecture.  In the future, OMB may request that agencies demonstrate their progress in implementing the FS import solutions mapped to the agency.  OMB is looking for agencies to develop implementation milestones and invest in achieving these milestones.  These milestones may be reflected in a regular agency quarterly reporting related to the e-Gov Scorecard process.

Appendix A.   Target FS Import Information Exchanges
A.1 Terms and Definitions in Exchanges

The information exchange tables provided below include the following terms and definitions:
· Sender/Sending System:  Business user/role or system that provides the information.

· Business Context, Health Sub-process:  Import sub-process involved in the information transaction.  The sub-process names needs to match the sub-processes in the Target Food Safety Import Process.  (Also, health domain [Population Health Management and Consumer Safety], health process [Food Safety Import]).

· Data Object:  “Chunks” of data, e.g., demographic data, routing data, whole or parts of reports, broker data, port data, commodity data, etc.

· Data Characteristics:  Smaller chunks of data within the data object chunk, e.g., importer name and address, port of entry, commodity, quantity, units, weight, etc.

· Data Description:  One to three sentences describing the data object itself.  Avoid naming roles or uses of the data, e.g., import inspection application provided for commodities  

· Receiver/receiving system:  Business user/role or system that receives the information.
A.2 Information Exchanges

The FS import target architecture includes the following information exchanges:
· Transmit updated eligibility information to central source/Receive and update eligibility information
· Provide establishment certification to U.S./Receive establishment certification information

· Transmit establishment certification to central source

· Transmit permit information to central source/Receive permit information

· Send certificate to U.S. Government/Receive certificate

· Transmit certificate to central source/Receive certificate

· Transmit security screening results, advance cargo data, and entry data (if sent) to agency

· Evaluate advance cargo data and entry data (if sent) [response message]

· Provide entry data

· Transmit screening results and entry data to agency

· Entry rejection message
· Request additional or revised entry data/Provide additional or revised data

· Notification of inspection to central source

· Transmit inspection notice to importer/broker

· Sample collection notification

· Transmit inspection results to central source

· Transmit message to central source (cargo disposition message)
· Transmit message to importer/broker (cargo disposition message)
· Inspection request
· Export verification message/refused entry confirmation
These sender, receiver, data elements, and information systems involved with the data exchanges are shown in greater detail in the following sub-sections.
A.2.1 Eligibility Data
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A.2.2 Establishment Certification
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A.2.3 Permits
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A.2.4 Certificates
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A.2.5 Screening and Advance Cargo Data
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A.2.6 Advance Cargo Data Evaluation Response Messages 
These exchanges include the following messages:

· Hold message

· No load message

· Foreign port inspection request
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A.2.7 Entry Data
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A.2.8 Screening and Entry Data to Agency
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A.2.9 Entry Rejection Message
[image: image14.emf]User  A Sending System  Data Element User B

Receiving 

System

Sender Health Sub-

process(es)

Data Object Data Characteristics Data Description Receiver

System ACE, other agencies Reject entry Entry rejection 

message

Entry data, Agency data, LPC certficate number, 

marks and number marking, LPC foreign country 

producing establishment, species of commodity 

and comodity description

This data identifies 

the entry to be 

rejected.

Importer/Broker Importer/Broker 

System

Business 

Context


A.2.10 Request  and Response Messages for Additional/Revised Entry Data
[image: image15.emf]User  A Sending System  Data Element User B

Receiving 

System

Sender Health Sub-

process(es)

Data Object Data Characteristics Data Description Receiver

Inspector, Entry 

Reviewer, Entry 

Specialist

OASIS, AIIS, APHIS 

future solution, AMS 

future solution



SIDS?

Request additional 

or revised entry 

data

Data request Date of request, entry identifying data, question 

checklist, items to be furnished checklist (could 

include additional entry, permit or certificate data), 

Agency data

This data is 

information 

required for entry 

of specific 

commodities.

ACE

Inspector, Entry 

Reviewer, Entry 

Specialist

ACE, other means Request additional 

or revised entry 

data

Data request Date of request, entry identifying data, question 

checklist, items to be furnished checklist (could 

include additional entry, permit or certificate data), 

Agency data

This data is 

information 

required for entry 

of specific 

commodities.

Importer/Broker Importer/Broker 

System

Importer/Broker Importer/Broker 

system

Provide additional 

or revised data

Entry data Reqested additional data This data is 

information 

required for entry 

of specific 

commodities.

Inspector, Entry 

Reviewer, Entry 

Specialist

ACE, other 

means

Business 

Context


A.2.11 Inspection Message and Notice
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A.2.12 Sample Collection Message
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A.2.13 Inspection Results
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A.2.14 Cargo Disposition Messages
Cargo disposition messages include the following exchanges:

· Release message

· Non-release message

· Non-release follow-up request message
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A.2.15 Inspection Request
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A.2.16 Export Verification Message
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Appendix B.   Target Service Component Descriptions

The FEA SRM is used to surface government- wide business and application Service Components in IT investments and assets.  It is a component-based framework that provides a hierarchy organization to support the reuse of applications, application capabilities, components, and business services.  
B.1 SRM Organization

Figure 5 provides the organizational categories or hierarchy from the SRM used for classifying government services.
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Figure 5.  Service Component Reference Model Hierarchy

In addition to the definition in Figure 5, a service component is further defined as a “self-contained service with pre-determined functionality that may be exposed through a business or technology interface.” (Federal Enterprise Architecture, The Service Component Reference Model, version 1.0).

The FEA has identified specific categories of service domains, service types, and service components across the federal government in the SRM.  The domains and types are shown in Figure 6.
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Figure 6.  SRM Service Domains and Types

B.2 FS Import Target Service Component Descriptions

The FSWG captured the service components used by the food safety agencies in performing the FS import process.  These service components were analyzed and refined to create the target service component descriptions shown below.

Figure 7 shows the FS import service domains.  The “Business Services” domain was added by CBP to better reflect its mission operations.
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Figure 7.  FS Import Service Domains
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Figure 8.  Customer Services Domain
Figure 8 shows the Customer Services domain.  In the future, ACE will provide customer services to many of the food safety agencies, serving as one of the primary system interfaces between federal government import systems and trade community systems.  The red lines represent new interfaces.
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Figure 9.  Business Services Domain, Part 1
The service types and components added by CBP in its Business Services domain are shown in Figure 9 and Figure 10.  One of the added service types is PGA/Other Government Agency (OGA).  This type represents the interactions between CBP and other federal agencies.
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Figure 10.  Business Services Domain, Part 2
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Figure 11.  Process Automation Services Domain
Figure 11 depicts the systems that provide Process Automation Services.  The domain includes some manual service components, i.e., FAX, U.S. mail, and E-mail.  While these components have been included, in the future food safety agencies expect that most interactions will be electronic in nature, with manual interactions, e.g., U.S. mail, minimized.
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Figure 12.  Business Management Services Domain, Part 1
Figure 12 and Figure 13 provide the service components in the Business Management Services domain.
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Figure 13.  Business Management Services Domain, Part 2
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Figure 14.  Digital Asset Services Domain

The systems that provide Digital Asset Services are presented in Figure 14.
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Figure 15.  Business Analytical Services Domain
Figure 15 provides the service components for the Business Analytical Services domain.   
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Figure 16.  Back Office Services Domain, Part 1
Figure 16 and Figure 17 show the systems that provide Back Office Services.  CBP added two components to this domain—Middleware Service and Web Service.  The red lines in Figure 16 represent new interfaces that will allow food safety import systems to exchange data.
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Figure 17.  Back Office Services Domain, Part 2

[image: image35.emf]ID and authentication

FDA PKI

Access control

FDA PKI

Digital 

signature

FDA PKI

AIIS

AIIS

Security Management

Verification

AIIS

User Management

AIIS

Role/Privilege

Management

AIIS

Audit trail capture and 

analysis

AIIS

eAuthentication

PBIS

Data & system

integrity (Add by 

CBP)

Security Policy 

Management (Add)

Other

Government

Agency Services

ACE

ACE

ACE

ACE

ACE

ID and authentication

FDA PKI

Access control

FDA PKI

Digital 

signature

FDA PKI

AIIS

AIIS

Security Management

Verification

AIIS

User Management

AIIS

Role/Privilege

Management

AIIS

Audit trail capture and 

analysis

AIIS

eAuthentication

PBIS

Data & system

integrity (Add by 

CBP)

Security Policy 

Management (Add)

Other

Government

Agency Services

ACE ACE

ACE ACE

ACE ACE

ACE ACE

ACE ACE


Figure 18.  Support Services Domain, Part 1
The systems that provide Support Services are shown in Figure 18 and Figure 19.  CBP added one service type—Presentation—and four components to the domain, including Security Policy Management, Data and System Integrity, Graphical User Interface, and Terminal Emulation.
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Figure 19.  Support Services Domain, Part 2

Acronyms

	ACE
	Automated Commercial Environment

	ACS
	Automated Commercial System

	AIIS
	Automated Import Information System

	AMS
	Agricultural Marketing Service

	APHIS
	Animal and Plant Health Inspection Service

	BSE
	Bovine Spongiform Encephalopathy

	CBP
	U.S. Customs and Border Protection

	CONOPS
	Concept of Operations

	CSI
	Container Security Initiative

	DoD
	Department of Defense

	DHS
	Department of Homeland Security

	EA
	Enterprise Architecture

	e-Gov
	Electronic Government

	FACTS
	Field Activities and Compliance Tracking System

	FAX
	Facsimile

	FCE
	Food Canning Establishment

	FDA
	Food and Drug Administration

	FEA
	Federal Enterprise Architecture

	FEI
	FDA Establishment Identifier

	FHA
	Federal Health Architecture

	FS
	Food Safety

	FSIS
	Food Safety and Inspection Service

	FSWG
	Food Safety Work Group

	FURLS
	FDA Unified Registration and Listing System

	FY
	Fiscal Year

	GAO
	Government Accountability Office

	HHS
	Department of Health and Human Services

	HTS
	Harmonized Tariff Schedule

	ID 
	Identifier

	IT
	Information Technology

	ITDS
	International Trade Data System

	LACF
	Low Acid Canned Food

	LoB
	Line of Business

	MID
	Manufacturer ID

	MOU
	Memorandum of Understanding

	NMFS
	National Marine Fisheries Service

	NOAA
	National Oceanic and Atmospheric Administration

	NVOCC
	Non-Vessel Operating Common Carrier

	OASIS
	Operational and Administrative System for Import Support

	OGA
	Other Government Agency

	OMB
	Office of Management and Budget

	ONC
	Office of the National Coordinator for Health Information Technology

	PBIS
	Performance Based Inspection System

	PGA
	Participating Government Agency

	PMA
	President’s Management Agenda

	PMO
	Program Management Office

	PNSI
	Prior Notice System Interface

	RFID
	Radio Frequency Identification (Device)

	SEDS
	Shared Establishment Data Service

	SIDS
	Seafood Inspection Data System

	SRM
	Service Component Reference Model

	USDA
	U.S. Department of Agriculture

	USDC
	U.S. Department of Commerce

	VA
	Department of Veterans Affairs


Glossary

	Architecture
	A strategic information asset base that identifies strategic business drivers, documents business processes, defines information necessary to deliver and administer services, inventories technologies to support operations, and quantifies performance measures

	Baseline Architecture
	Current state of an organization’s business process, information, and supporting services and technologies

	Commonality
	Processes, information, services, or technologies common to two or more organizations.

	Difference
	Processes, information, services, or technologies common to two or more organizations but that have different implementations

	Establishment
	Site-specific place of business involved in the import supply chain

	Gap
	Processes, information, services, or technologies common to one or no organizations 

	Gap Analysis
	Analysis of commonalities, differences, and gaps of a process, information, services, etc.

	Service Component
	Self-contained service with pre-determined functionality that may be exposed through a business or technology interface

	Service Component Reference Model
	Component-based framework that provides – independent of business function – a leverageable foundation to support the reuse of applications, application capabilities, components, and business services

	Service Domain
	Category of top-level service capability from a business perspective

	Service Type
	Second level in hierarchy of the SRM and defines further the capabilities of a Service Domain

	Solution
	Business process change, new information exchange, service component change, or IT project that is identified in response to a problem or issue

	Target Architecture
	Future state at some point in time of business process, information, and supporting services and technologies

	Transition Approach
	Sequenced initiatives or activities to transition toward from the baseline (or current) to the target (or future) state
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